Risk Mitigation & Incident Response
Gartner’s Security Processes You Must Get Right

5. Vulnerability Management
6. Incident Response

IT Governance
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IT’s Responsibility
1. Change Management
2. Disaster Recovery & Business Continuity
3. Project Life Cycle Management
4. Vendor Management

Security’s Responsibility
1. Security Governance
2. Policy Management
3. Awareness & Education
4. Identity & Access Management
5. Vulnerability Management
6. Incident Response
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<table>
<thead>
<tr>
<th>Security’s Responsibility</th>
<th>IT’s Responsibility</th>
</tr>
</thead>
<tbody>
<tr>
<td>2. Policy Management</td>
<td>2. Disaster Recovery &amp; Business Continuity</td>
</tr>
<tr>
<td>5. Vulnerability Management</td>
<td></td>
</tr>
<tr>
<td>6. Incident Response</td>
<td></td>
</tr>
</tbody>
</table>
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Incident Response

1. Preparation
2. Detect and Expose
3. Triage
4. Classify and Contain
5. Remediate
6. Report and Post-Mortem
Incident Response

1. Preparation
2. Detect and Expose
3. Triage
4. Classify and Contain
5. Remediate
6. Report and Post-Mortem
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