
MIS5206 Unit#1b  Your Name __________________________ 
 
1.  When you send an e-mail message, the message goes directly to the person listed 

in the " To:" box. 
  

A. True 
B. False 
 

2.  Junk e-mail, as in mass mailings, is annoying but harmless. 
  

A. True 
B. False 
 

3.  The best way to avoid viruses is to not open unexpected e-mail attachments 
from unknown sources. 

  
A. True 
B. False 

 
4.  Messages that appear more than once in your e-mail box may be more suspect of 

carrying a virus. 
  

A. True 
B. False 

 
5.  Which of the following file types should never be opened? 
  

A. .EXE - Executable File 
B. .BAT - Batch Processing 
C. .VBS - VBScript Script File 
D. All of the above 

 
6.  It is not safe to e-mail business documents to your home computer to work on 

them. 
  

A. True 
B. False 

 
7.  What is a virus? 
  

A. An email message 
B. An image that embeds itself in your file directory 
C. A program that self-replicates 
D. Data in various forms 

8.  Which of the following are examples of programs? 



  
A. .jpeg files, .tif filess, and .gif files 
B. Excel, PowerPoint, Access, and Word 
C. Reports, records, and letters 
D. All of the above 
 

9.  What is the most common delivery method for viruses? 
  

A. Email 
B. Internet download 
C. Infected disks 
D. Instant messenger software 
 

10. Which of the following terms generally fall under the descriptor "virus"? 
  

A. Worm 
B. Trojan Horse 
C. VBscripts 
D. Both A and B 
 

11. Which of the choices below is the most often used criteria to determine the 
classification of a business object? 

A. Value 
B. Useful life 
C. Age 
D. Personal association 

 
12. Which of the below definitions is the best description of a vulnerability?  

A. A weakness in a system that could be exploited  
B. A company resource that is lost due to an incident  
C. The minimum loss associated with an incident  
D. A potential incident that could cause harm  

 
13. Which statement below best describes the purpose of risk analysis? 

A. To develop a clear cost-to-value ration for implementing security controls 
B. To influence the system design process 
C. To influence site selection decisions  
D. To quantify the impact of potential threats 

 
14.  Which group represents the most likely source of an asset loss through in 

appropriate computer use? 
A. Crackers 
B. Hackers  
C. Employees 
D. Saboteurs 


