|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Date** | **Victim** | **Initial exploit** | **Type of Data** | **Impact** |
| June 2015 | OPM | Failure to update OS | Personally Identifiable Information | Federal Employees – 4 million |
| April 2014 | USIS (Government Contractor) | Vulnerable computer – not directly connected to USIS | Personally Identifiable Information | About 30K federal employees |
| Dec 2014 | Anthem | Compromised – Administrator accounts | Medical Records | 80 Million Records |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

<http://www.cnn.com/2015/06/04/politics/federal-agency-hacked-personnel-management/>

http://news.yahoo.com/security-contractor-breach-not-detected-months-184004853--finance.html

<http://www.washingtonpost.com/world/national-security/dhs-contractor-suffers-major-computer-breach-officials-say/2014/08/06/8ed131b4-1d89-11e4-ae54-0cfe1f974f8a_story.html>

http://www.forbes.com/sites/frontline/2015/02/24/behavioral-analysis-could-have-prevented-the-anthem-breach/