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ABSTRACT

Open source software (OSS) development projects are typically comprised of a network of volunteers bound together by social structures rather than contractual obligations.  Understanding how OSS projects engage in self-governance, by relying on social influences to coordinate the efforts of individuals through technology-enabled network forms of organization, has become increasingly important for organizations seeking to make sense of the future of knowledge-intensive work.  Based on the theoretical framework of network governance, this study examines 1) whether social controls and trust influence coordination and conflict management among open source software project members, and 2) whether coordination and conflict management affect project success.  Using survey, social network and objective data from 39 open source projects, this study empirically tests a path model examining 1) the influence of structural embeddedness (the centralization and density of the discussion forum communication network) on the development of social controls (restricting access to the development team, the use of collective sanctions and concern about individual reputation) and on the development of relational ties between network members (trust); 2) the impact of social controls and trust on the project’s coordination (expertise and project) and conflict management; and 3) the influence of coordination and conflict management on project success.  The results indicate that higher levels of density in the communication network predict greater concerns about individual reputation in the network.  Contrary to expectations, higher network density is related to less restricted access to the development team, and network centralization has a negative relationship with concern about reputation.  Restricted access, concern about reputation, and trust lead to better coordination.  The results also provide evidence that better coordination enhances project success, but not the ability to manage conflict within the project.  

1.  INTRODUCTION
Open source software (OSS) development projects are typically comprised of a network of volunteers bound together by social structures rather than contractual obligations.  The images of complex software being hacked over by many hands presented by Raymond (1999), and of hundreds of individuals “contributing to a comparatively small product” (Mockus, Fielding and Herbsleb 2002 pg. 320) are difficult to reconcile with the development and maintenance of useful software.  As project size and complexity increase, coordinating individual efforts to produce a coherent, functioning and high quality product becomes more difficult.  Additionally, simply keeping track of who knows how to do something and successfully bringing that expertise to bear becomes harder as the number of individuals requiring coordination grows (Faraj and Sproull 2000).  OSS development faces many challenges: volunteer users and developers typically coordinate interactions through lean communication channels, they cannot necessarily be ordered to perform a task, be compelled by threats such as loss of employment, or be punished through economic sanctions such as getting sued for violating a contract.  OSS development seems like a recipe for chaos, with people doing what they want, when they want to, and ignoring requests for order.  

But OSS projects can work surprisingly well.  The answer to this seeming paradox lies in the mechanisms used to coordinate informal relationships through a “network form of governance”.  Network governance is a substitute for the more classical market and hierarchical governance forms which use formal contracts, rewards and punishments to coordinate the actions of individuals (Jones, Hesterly and Borgatti 1997).  Network governance relies on social structures and controls to facilitate the exchange of resources among actors in a network, and provides a theoretical framework for examining how the efforts of a worldwide volunteer community can be coordinated effectively.  If the use of network governance in OSS development does occur, the extent of its influence should impact the success of a given project.  In this light, the following research questions are proposed: 

1. What types of network governance structures do open source software projects use to coordinate the efforts of project members?

2. Does the use of network governance affect project success?
So far, the research examining the organization and success of OSS projects has consisted largely of case studies focused on particular projects (Markus, Manville and Agres 2000; Mockus et al. 2002; von Krogh, Spaeth and Lakhani 2003).  In this study, we attempt to advance the state of research by testing a theoretical model of network governance cross-sectionally using survey, objective, and social network data to examine success across multiple projects.  The paper is organized as follows.  First, network governance theory is discussed and then formal hypotheses are developed linking network governance constructs to OSS project success.  Second, the hypothesized model is tested using data gathered from 39 OSS projects.  Finally, implications for OSS projects and software development projects in general are discussed.

2. 
BACKGROUND AND THEORETICAL DEVELOPMENT

It seems paradoxical that individuals would spend their valuable time and effort developing software for free, in order to create a public good that will also be given away for free, when there are no assurances that anyone else will return the favor.  Therefore, a growing body of research about OSS development focuses on understanding why people participate (von Hippel and von Krogh 2003).  This stream of research indicates that participants in OSS projects have a number of motivations, including: reputation (Raymond 1999), a need for autonomy and competence (Roberts et al. 2006), status (Stewart 2003), advancing one’s career (Lerner and Tirole 2002), motivations related to self-efficacy (Lakhani and von Hippel 2003), an initial personal need for software-related improvements, which then develops into intrinsic motivations akin to a hobby (Shah 2006), and financial incentives (Roberts et al. 2006).  One of the important conclusions of this stream of research is that the various motivations of OSS participants influence individual participation in OSS projects in different ways; not all motivations result in equal levels or equivalent types of participation (Roberts et al. 2006; Shah 2006).  A major gap in our understanding is exactly how motivations and the accompanying participation levels translate into productive outcomes and OSS project success.

Prior research also indicates that OSS projects differ in how they coordinate resources – such as knowledge and time – furnished by participants in the project.  Some projects are developed in an essentially firm-based proprietary fashion and the resulting software is simply licensed under an OSS license; MySQL is a notable example of this (Crowston et al. 2005).  Others are developed in tightly knit teams, where only a core group of developers is likely to submit patches, while a looser confederation of others mainly test the software and report bugs.  Many larger OSS projects such as the Linux kernel and Apache fit in this category (Mockus et al. 2002).  Still other OSS projects are sponsored by a corporate entity, but utilize volunteer coders for part of the development; the Mozilla and OpenOffice.org projects are examples of this (sponsored by AOL and Sun Microsystems).  Finally, a large body of OSS projects exist which mostly fit into the more “traditional” OSS model; that is, a core group of a few individuals writes most of the code and makes decisions about strategic directions for the project, while accepting some code and suggestions from other peripheral participants and users (Crowston et al. 2005).  These various methods of coordinating resources all appear to work, in that they produce working code, but there is some evidence that some methods are more effective than others and may be more sustainable (Fitzgerald 2006).

So far, the research examining the governance and success of OSS projects at the project level has consisted largely of case studies focused on particular projects (Markus et al. 2000; Mockus et al. 2002; von Krogh et al. 2003), surveys of key participants such as project administrators (Stewart and Gosain 2006), or examination of objective data that are available in archives, such as listservs, CVS systems and OSS project websites (Crowston and Howison 2006; Grewal et al. 2006).  Additionally, prior research has examined the influence of different social mechanisms on self control at the individual level, investigating how different individual attributes, such as experience, motivations and social influences (like trust and identification) lead to differences in individual participation (Bagozzi and Dholakia 2006), but there still exists a major gap in OSS research that focuses on how these different social mechanisms affect outcomes at the project level.  
To address these gaps, this research applies theories of network governance to examine how network structure, social influences, coordination mechanisms, and access to resources contribute to OSS project success at the project level.  The underlying framework is built upon network governance theories and the concept of social capital (Jones et al. 1997; Lin 2001; Nahapiet and Ghoshal 1998), to provide insights into how individuals self-organize in electronic settings without the use of formal contracts or hierarchical controls.  The goal of this study is to advance the state of research by integrating these various streams of research to develop a theoretical model of OSS governance based on an empirical analysis at the OSS project level.

In contrast to theories that examine individuals based on their attributes, such as gender, age, education or occupation, social network perspectives center on how the relations between individuals influence interactions and outcomes.  Social network perspectives focus on the patterns and implications of the relations within a collective, suggesting that individuals and their actions are interdependent with other individuals’ actions, rather than autonomous occurrences.  The concept of a “network” is broad and can be applied to a variety of phenomena where a set of relations is ascribed to an identified set of entities.  Networks may take on many forms, including personal advice networks that develop across organizational boundaries, information flows within and between groups, and strategic alliances among firms.  These informal, emergent network forms of organization are neither classical markets nor traditional hierarchies, altering prior notions and introducing new possibilities for understanding and controlling interactions (Powell 1990).  Jones et al. (1997) propose the theory of network governance to explain how network structures may replace these more traditional governance forms.

Network governance integrates network theories with transaction cost economics to explain how social contexts influence the costs of transacting exchanges.  The main assertion behind the theory of network governance is that the structural ties in the network influence the development of relational ties and social controls, which in turn influence the behavior of individuals in the network.  Network governance is defined as “coordination characterized by informal social systems rather than by bureaucratic structures within firms and formal contractual relationships between them – to coordinate complex products or services in uncertain and competitive environments” (Jones et al. 1997 pg. 911).  In contrast to hierarchical power or contractual obligation, network structures rely upon social controls, such as restricting access to participation in the network, or using collective sanctions to punish misbehavior, as solutions to exchange problems among actors in a network.  


Network governance is based upon the concept of “structural embeddedness.”  Structural embeddedness refers to the extent to which a “dyad’s mutual contacts are connected to one another” (Granovetter 1992 pg. 35), which means that not only do actors have relationships with each other, but with the same third parties as well (Jones et al. 1997).  Therefore, individual actions and outcomes are affected by the structural properties of the overall network of relations.  Structural embeddedness in the network facilitates the spread of information among network participants, and places greater constraints on each actor’s behavior (Burt 1992).  Therefore, Jones et al. (1997) propose that structural embeddedness provides the basis for social controls to develop and effectively influence the behavior of actors in the network.  Examples of social controls are: restricting access to participation in the network, creating and enforcing collective sanctions to punish members for violating norms, and leveraging the importance of personal reputations to encourage cooperation and establishing a culture of widely shared assumptions and values.  These social controls are an effective alternative to hierarchical or contractual controls to reduce transaction costs and facilitate exchanges in the network.  
Although the original Jones et. al (1997) conceptualization of network governance theory focused on networks consisting of the relationships between organizations, this theory is also relevant for understanding the governance structures underlying OSS projects.  The essential characteristics of network governance include (somewhat) persistent membership in the network, lack of contractual obligations, and the use of social controls to coordinate actions and guard against acts of opportunism (Jones et al. 1997).  These characteristics are all present in OSS projects.  OSS projects involve coordinating the efforts of volunteers to create a software product without formal contracts or commitments to the project or its members.  Additionally, OSS projects rely on social controls to influence the actions of project members, such as sanctioning improper behavior, restricting access to the development team, and capitalizing on the concern for individual reputation within projects (Markus et al. 2000).  This early evidence suggests that OSS projects can be conceptualized as using network governance and its social controls to facilitate exchanges among project members.  

Generally in OSS projects, the social relationships that develop between project members occur through computer-mediated rather than through face-to-face communications.  An advantage of technology-based exchanges is that interactions are recorded and oftentimes made available through a public repository.  These electronic interactions allow direct observation of the emergent social networks underlying OSS development.  For instance, prior research has examined the network structures of OSS projects by focusing on the network of interactions between developers who contribute code changes (Mockus et al. 2002), and the communication networks emerging from individuals tracking bugs (Crowston and Howison in press).  Research has yet to examine the general communications network resulting from interactions in project sponsored electronic discussion forums.  General discussion forums are open to anyone with an interest in the project, both developers and users alike.  One advantage of examining the general discussion forums is that these forums are likely to include a larger number and variety of stakeholders airing their perceptions about diverse project issues, not just software development.  General discussion forums are akin to electronic bulletin boards where individuals post messages to ask and respond to questions, give advice, make general announcements, and broadly interact with other individuals with an interest in the project.  Message content conveys information about the individuals, the social norms of the project, and perceptions of the project/software.  These general discussion forum communication networks are the focus of this study.    

3.
MODEL AND HYPOTHESES
For this study, the Jones et al. model (1997) is adapted and expanded to make it more relevant to the examination of OSS project success in three significant ways.  First, this study examines three of the four social controls identified by Jones et al. (1997); restricted access, collective sanctions and concern about reputation, because these social controls have been identified from prior case based research as predictors of OSS project success (Markus et al. 2000).  Second, while the Jones et. al (1997) model focuses on the relationship between structural embeddedness and social controls, there is little mention of structural embeddedness and its influence on relational embeddedness.  The social controls identified by Jones et al. (1997) can motivate cooperative behavior, but still incur the costs associated with monitoring interactions and providing incentives.  In contrast, strong relational ties within a network serve to reduce the need for monitoring, decrease coordination costs and increase individual efforts (Ring and Van de Ven 1994).  One aspect of relational embeddedness, trust, has been found to be a key facilitator of social relations and computer-mediated exchange (Jarvenpaa 1998; Ridings, Gefen and Arinze 2002).  Since trust is potentially an important alternative to social controls for facilitating interactions in social networks, it is included in this study.  Third, Jones et. al (1997) focus on the exchange problems of adapting, coordinating or safeguarding exchanges.  For this study, we focus on the exchange problems of coordination and conflict management within the project.  Coordination was chosen because project success depends upon the availability of resources and the processes used to manage those resources.  Conflict management was chosen because poorly managed conflicts can increase the transaction costs associated with monitoring behavior and may also provide incentives for individuals to act opportunistically to the detriment of other network members.  Formal hypotheses are illustrated in figure 1 and presented below. 
Figure 1 – Model of Hypotheses


[image: image1]
3.1
Structural Embeddedness and Social Mechanisms
The main assertion of network governance theory is that the more structural embeddedness there is in a network, the more likely social controls will develop and influence the behavior of actors in the network.  Structural embeddedness is a function of how many participants interact, expectations about future interactions, and the extent to which participants share knowledge about these interactions.  Structural embeddedness facilitates exchanges where the identity of individual members matters, compelling members to engage with at least some minimum level of courtesy (Williamson 1991), and influences the amount of informal control that may be exerted (Jones et al. 1997).  The network governance model used in this study investigates the impact of structural embeddedness on three social controls in OSS projects: 1) restricted access to the development team; 2) the use of collective sanctions to punish misbehavior; and 3) participants’ concern about their personal reputations within the network.  

The first social control, restricted access, refers to limiting the number of active exchange partners within the network.  The network’s structural ties are channels through which information is conveyed about network participants.  So more structural embeddedness in the network is important because it makes the flow of information more efficient, which includes personal information about network participants, enabling easier identification of individuals who are potentially valuable as exchange partners and those who are to be avoided.  For instance, information regarding potential skills, synergies and common interests can be ascertained through both direct and indirect links provided by structural embeddedness (Gulati 1995).  So it empowers network members to choose among others for certain exchanges because more information is readily available about them.  

Although Jones et. al (1997) refer to the ability to restrict access to the network as a whole, this is not typically possible in OSS projects.  Open source licenses do not allow restricting access to the software product, and participation in the general discussion forum is open to anyone with a desire to interact.  Restricted access in this case does not refer to limiting the number of participants in the network, but rather to reducing the number of key participants selected for certain types of exchanges.  One way of restricting access in OSS projects is to limit the number of individuals permitted to create and make changes to the source code.  Individuals wishing to become developers typically go through a process of vetting by the network members to ensure that skills are adequate (Raymond 1999).  The information made available through active participation on the project’s forums can signal an individual’s interest in the project and the potential resources he or she possesses.  It seems likely that more structural embeddedness in the discussion forum increases the availability of this information, rendering reliance on the voluntary efforts of multiple anonymous contributors unnecessary.  In other words, structural embeddedness enables participants to efficiently identify the specialized skills and interests of others, limiting the need for a broad array of lesser-known volunteer contributors.  Therefore, we predict the following:

H1:  Projects with more structural embeddedness will exert greater control over access to the development team.

The second social mechanism, collective sanctions, also helps coordinate actions in network structures.  Collective sanctions are punishments enforced by the network membership on individuals who violate the network’s relational norms and expectations.  Effective use of collective sanctions requires that reliable information about the behaviors of actors in the network is made available, and requires that network members monitor each other so that sanctions can be imposed effectively and accurately (Ostrom 1990).  More structural embeddedness in the network provides the means to observe members’ behaviors and disseminate information about those behaviors.
When network members are able to observe norm violations, they are more likely to impose collective sanctions to enforce compliance (Jones et al. 1997).  

In OSS project forums, message exchanges relay information about what types of interactions are appropriate as well as information about the behavior of others, enabling the use of collective sanctions by members to enforce compliance.  Even though interactions occur primarily through computer-mediated communication, many types of collective sanctions are available to OSS projects, such as flaming, shunning, and expulsion (Markus et al. 2000).  Flaming is an exchange of inflammatory messages and has been seen many times in OSS development (Kanhey 1999).  Shunning involves ignoring or ostracizing a project member for misbehavior.  Expulsion from the project on a temporary or permanent basis would be the most drastic sanction for most members.  The more structurally embedded the general discussion forum network, the greater the availability of information about individuals and their actions, enhancing the ability of network members to monitor interactions and apply effective collective sanctions.  This leads to the following hypothesis:

H2:  Projects with more structural embeddedness will be more likely to utilize collective sanctions.


The third social control is based upon members’ concern about their reputations in the network.  Reputation refers to others’ perceptions of one’s overall quality or character, and is an important asset that can be leveraged to achieve and maintain status within a collective (Jones et al. 1997), so protecting and enhancing one’s reputation should be important to network members.  Individuals typically prefer to receive positive recognition from their peers and enhance their status within the network (von Hippel and von Krogh 2003).  Therefore, reputation is important in network governance because it serves to deter opportunism.  Structural embeddedness relays information about prior behaviors, and networks with more structural embeddedness, which facilitates the flow of information throughout the network, should have members who are more concerned about their reputations (Jones et al. 1997).  Prior studies in electronic settings have found that the chance to improve one’s reputation provided an important motivation for offering useful advice to others (Constant, Sproull and Kiesler 1996), and individuals gained status by posting messages frequently and thoughtfully (Lakhani and von Hippel 2003).  Moreover, there is some evidence that an individual’s reputation in online settings extends to one’s profession (Stewart 2003).  In OSS projects, information about members is conveyed through the messages posted to the discussion forums, so structural embeddedness in the discussion network enables the efficient flow of information, including information that can help establish or erode an individual’s reputation in the network.  Therefore, we predict: 

H3:  Projects with more structural embeddedness will have members that are more concerned about their reputations. 

3.2
Structural Embeddedness and Trust 

Structural embeddedness not only provides the foundation underlying social controls, but also facilitates the development of strong relational ties in the network.  While structural embeddedness reflects the overall structure of ties in the network, these structural ties vary in their relational strength.  The relational strength of ties in a network refers to the nature and the quality of relations between the network’s members (Granovetter 1983).  The relational strength of ties is important to network dynamics because it influences the development of common understandings, norms and cooperation among network members (Friedkin 1982).  Without strong relational ties, opportunism rules and social exchange is costly.  Attributes characterizing the relational strength of ties include: obligation to and identification with the collective, commitment, and trust (Ring and Van de Ven 1994; Nahapiet and Ghoshal 1998).  Given that many researchers suggest that trust is a key indicator of strong relational ties and facilitator of social exchange (Coleman 1990; Nahapiet and Ghoshal 1998), this study focuses on the role of trust in OSS projects.  

Trust is a complex phenomenon, and several dimensions of trust operating at multiple levels of analysis exist in organizational settings (Ring and Van de Ven 1994; McKnight, Cummings and Chervany 1998; Tsai and Ghoshal 1998).  Trust is generally defined as the willingness of an individual to become vulnerable to another party.  Structural embeddedness facilitates the development of both trust and perceived trustworthiness (Tsai and Ghoshal 1998).  Granovetter (1983) posits that the more structural embeddedness in the network, the more likely trust is extended and returned.  This is because trust is believed to develop through experience (Blau 1964), when a history of favorable past interactions leads to expectations about positive future interactions (Preece 2002).  

Trust has been studied in a variety of online settings, based on the model of trust presented by McKnight et al. (1998).  These authors suggest that trust can be broken into two main constituent parts: trusting intention, or the willingness to be vulnerable to or to depend on another; and trusting beliefs in the other’s positive attributes.  Trusting beliefs can be further subdivided by competence, honesty, and benevolence (McKnight et al. 1998).  Research based on this model of trust in online settings indicates that trust in others’ ability, benevolence and integrity is related to the desire to give and receive information (Ridings et al. 2002) and improved performance in distributed groups (Jarvenpaa 1998).  In OSS projects, since members are typically globally dispersed and connected primarily through computer-mediated communication, perceptions of trust emerge through repeated interactions through the discussion forum postings.  These social interactions, which reflect the structural embeddedness of the network, facilitate information exchange about others and create a common perspective, including the development of shared beliefs about trust.  This leads to the following hypothesis:

H4:  Projects with more structural embeddedness will have members who are more trusting of other members.

3.3
Social Mechanisms, Trust, and their Influence and Coordination and Conflict Management

In OSS projects, the means of coordinating efforts and managing conflict are not derived from formal contract or authority structures, but from social controls and relational embeddedness.  Restricted access, collective sanctions, concern for reputation, and trust enable active network participants to view their interests as aligned, augment participant motives to cooperate, establish routines for working together, and reduce incentives for opportunism (Jones et al. 1997).

A smaller number of active exchange partners allows participants to interact more frequently with each other, creating stronger bonds among members and increasing commitment and identification with the network and its goals (Granovetter 1983).  Restricting access by strategically selecting participants for specific interactions facilitates cooperation by allowing communication protocols and routines to be established, enabling better coordination of activities with fewer costs and less effort (Jones et al. 1997).    In OSS projects, restricting access to the development team reduces the amount of coordination required when individuals begin coding a section of the project, and helps ensure that an individual’s goals are congruent with project goals.  When individual expectations and goals are aligned with those of the development team a priori, the amount of regulation needed to set goals is reduced and coordination can be improved (Jones et al. 1997).  Restricting access to the development team can also help to minimize differences in network members’ skills and expectations by reducing the number of individuals actively involved in the exchanges that produce code.  This helps manage conflicts by increasing identification with the collective norms of the project and reducing the amount of monitoring required.  By restricting access to individuals who are known to work well together and uphold project standards, a project may effectively reduce the amount of time spent monitoring and devote more efforts towards the project.  Therefore, we predict:

H5:  Projects that exert greater control over access to the development team will have better coordination.

H6:  Projects that exert greater control over access to the development team will be better at managing conflict.
Collective sanctions are another social mechanism that assists with conflict management.  Collective sanctions occur when network members punish other members who violate norms or goals.  If an individual plans to stay in a network, the mere threat of collective sanctions may be enough to deter opportunistic behavior.  Collective sanctions are effective because actors who engage in behaviors that violate network norms incur the wrath of other members and risk being ostracized from engaging in future exchanges (Ostrom 1990).  This reduces the costs associated with constructively managing conflict by increasing the personal cost of misconduct and providing incentives to monitor network members (Jones et al. 1997).  In OSS projects, flaming, shunning and expulsion are consequences that help define and reinforce norms of acceptable interactions.  If project members perceive that inappropriate actions may result in sanctions, they will be less likely to act opportunistically and more likely to adhere to established norms.  This leads to the following hypothesis:

H7:  Projects that utilize collective sanctions will be better at managing conflict.  

Concern about reputation is important for coordination because reputations allow network members to make inferences and draw conclusions about other members.  The importance placed on individual reputation helps constructively manage conflict because individuals care about how they are perceived by others in the network, increasing the likelihood that individuals will forego acts of self-interest detrimental to the collective (Markus et al. 2000).  Building reputation is a strong motivator for participating in electronic settings (Donath 1999), and the chance to improve one’s reputation provides an important motivation for participation and helping others in electronic networks (Constant et al. 1996).  Concern for individual reputation within a project is regarded as a major reason why OSS projects are successful (Markus et al. 2000).  Clearly, when reputation is perceived as important, individuals will have more information about each other to assist in coordinating actions, as well as the motivation to protect their reputations by avoiding deceptive or self-interested behavior which creates conflict between network members.  Thus, we hypothesize:

H8:  Projects where members are more concerned about reputation will have better coordination. 

H9:  Projects where members are more concerned about reputation will be better at managing conflict. 

Many researchers suggest that a high degree of trust among network members is a key facilitator of cooperation and collective action (Coleman 1990).  Trust denotes broadly shared tacit rules for behavior and reduces the costs of exchange by creating a convergence of expectations through socialization.  Although experience in a social network may propagate distrust as well as trust (Lewicki and Bunker 1996),  trust is particularly important in voluntary exchanges between actors in a network, for without trust, the exchanges may not happen at all (Uzzi 1996).  In other words, individuals who do not trust in the benevolence of others will not participate in exchange.  In OSS projects, formal rules do not exist or provide sufficient guarantees that others will behave as expected, and trust serves as a subjective substitute (Ridings et al. 2002).  In OSS projects where exchange is voluntary, individuals who do not trust in the benevolence of others simply will not participate in the exchange.  Therefore, it is likely that OSS developers and users who participate in exchange do so because they trust that (most) everyone has the best interests of the project at heart.  Trust encourages individuals to help others, respect requests for help and to become involved in shared activity (Fukuyama 1995), which should enhance a project’s ability to coordinate efforts.  Trust should also enhance cooperation and help manage conflict because trustworthy individuals generally do not act opportunistically (Ridings et al. 2002).  Thus, the following hypotheses are proposed:  

H10:  Projects where participants are more trusting of other participants will have better coordination.

H11:  Projects where participants are more trusting of other participants will be better at managing conflict.

3.4
Coordination, Conflict Management and Success 

Better coordination of efforts and conflict management should lead to higher levels of project success.  Coordination involves effectively managing critical resources in order to complete complex tasks, and success depends upon whether the resources are available as well as the processes used to manage those resources (Faraj and Sproull 2000).  The critical resource for creating software is individual knowledge or expertise.  Expertise coordination involves knowing where expertise is located in the project, where expertise is needed, and then bringing that expertise to bear (Faraj and Sproull 2000).  Task coordination involves the effective assignment of work and prevents duplication, allowing superior management and delegation of tasks among individuals (Kraut and Streeter 1995).  Task coordination also reduces the amount of time spent managing resources, and allows the many modules of a complex software product to work together (Mockus et al. 2002).  In OSS projects, members identify and evaluate expertise through communicative interactions with other members, where a given actor’s reputation is illustrated by the content of electronic postings (Raymond 1999), the frequency of postings (Lakhani and von Hippel 2003), and the centrality of that actor in the network (Stein 1992).  In OSS projects, better coordination may allow project members to spend more time writing code, adding new features, fixing bugs, and generally making the software more useful.  When project members are able to spend their time in this fashion, the project should be more successful.  Therefore, we predict:  

H12:  Projects with better coordination will be more successful 

The ability of an OSS project to manage conflict effectively and efficiently should help safeguard exchanges and promote cooperation between members (Jones et al. 1997).  In network structures, interpersonal conflict may arise about how obligations should be fulfilled and/or what direction to take when circumstances change.  This conflict can lead to additional transaction costs and promote incentives for opportunism (Jones et al. 1997) as well as negatively impact both work productivity and product quality (Cohen, Birkin, Garfield and Webb 2004).  However, if effectively managed, conflict can plant the seeds for more constructive problem solving (de Dreu 1997) and even lead to strengthening relationships (Tjosvold, Hui, Ding and Hu 2003).  Software development, among other things, is a social process, and conflicts among project members are sure to arise.  Particularly in computer-mediated environments such as OSS, the use of lean communication channels with fewer contextual cues and diminished social presence increases the potential for conflict (Montoya-Weiss, Massey and Song 2001).  Although the manner in which conflict is resolved may vary across projects, conflict must be managed in order for development to progress (Markus et al. 2000).  Projects that effectively manage conflict should be more successful because they are able to leverage conflict as a resource for improved productivity, product quality and innovation, and minimize the effects of destructive conflict.  Thus, our final hypothesis predicts:

H13:  Projects with better conflict management will be more successful. 

4.  METHOD

4.1
Sample and Procedures

Several Internet sites host or list open source projects, including Sourceforge, Freshmeat, and the GNU project’s Savannah.  The largest of these, Sourceforge, currently hosts more than 230,000 projects (Sourceforge 2009) covering a wide range of software types.  To standardize data collection and apply consistent criteria to the selection of projects, only projects hosted on Sourceforge were included in this research.  At the time of data collection in 2004, there were 80,000 active open source projects on Sourceforge.  The projects for this study were selected from the “Top Forum Posts Count”, as evidence of projects that had active participants who communicated with one another.  All 100 projects from the “Top Forum Posts Counts” from Jan 1 to Feb 18, 2004 were initially reviewed, and only projects that had active participation on the “Open Discussion” forums without outside mailing lists or other venues for discussion were included.  At the time of this study, Sourceforge did not support instant messaging functions, so this was not an alternative means of communication to posting messages on the open discussion forum.  This six-week period allowed enough time to ensure a representative sample of participant interactions, while keeping data collection to a manageable level.  Projects that had a minimum of 10 messages during this time period were selected, resulting in a sample of 44 projects.  
4.2
Measures

Structural embeddedness refers to the structural properties of the overall network of relations.  Prior research has operationalized structural embeddedness as network density (Gnyawali and Madhavan 2001).  The practitioner literature on OSS development supports the use of density as a measure of structural embeddedness, alluding to the importance of the “bazaar” style of decentralized participation in open source (Raymond 1999), indicating high levels of connections and density in the network.  On the other hand, the academic literature suggests that OSS projects are not organized as bazaars, but rather exhibit hierarchical or centralized development structures (Mockus et al. 2002), characterized as an onion-like structure (Crowston and Howison in press).  While density describes the general level of cohesion in the network, centralization describes the extent to which this cohesion is organized around focal points (Wasserman and Faust 1994).  Therefore, we include both network density and network centralization scores for each project to assess structural embeddedness.  

To determine the structural embeddedness of the OSS projects, the dyadic message exchanges were recorded in a square social network matrix, where a 1 was recorded in the matrix to indicate a message exchange between two participants, and a 0 was recorded if the two participants did not engage in a direct message exchange.  The density and centralization of the discussion forum network for each project was calculated using the UCINET 6 program (Borgatti, Everett and Freeman 1999).  Network density is assessed as the number of relationships that exist in the network as a proportion of the maximum possible number of relationships.  This measure ranges from 0 to 1, where a maximally dense network (all actors connected to all others) equals 1.  Centralization measures the extent to which network connections are concentrated to one or a few focal actors (Wasserman and Faust 1994).  A maximally centralized network is represented by a star graph, where one central actor has direct contact with all others.  Centralization scores are between 0 and 1, where 0 occurs when all actors have exactly the same centrality index, and 1 indicates that one actor completely dominates all other actors.  Although complementary, these two measures are not entirely independent.  A maximally centralized network with a centralization score equal to 1 cannot also have a density score of 1, so including both measures may violate the regression assumption of independence.  However, the majority of network structures for real social networks lie between these two extremes, and may not necessarily demonstrate the predicted direct negative relationship between the two measures (Wasserman and Faust 1994).  In the results section, the independence of error variances is tested prior to including both measures in the model.

Restricted access was measured as the number of developers listed on the project’s Sourceforge webpage divided by the number of individuals who posted to the forums, indicating that access to the development team can be considered more restricted.  Higher levels of restricted access are indicated by lower values of this ratio.  

Collective sanctions were measured via survey by asking project members to indicate the extent to which flaming, refusal to cooperate, public humiliation and expelling members from the project were used.  These variables were suggested by Markus et al. (2000).    

Concern about reputation was measured by survey, asking project members to rate the extent to which they perceive that their personal reputations are important in the project.  Items for this scale were adapted from Constant et al. (1996).

Trust is a complex construct that has been studied along several dimensions, at multiple levels of analysis, and with different methods.  One way to assess the relational ties consisting of trust in a network is to use social network analysis, where participants identify specific others in whom they trust.  However, the results of this type of analysis are difficult to interpret as a general perception of trust in the overall network.  Since this research was interested in assessing general perceptions of trust in the electronic network, trust was assessed using a widely published scale from information systems research (Jarvenpaa 1998; McKnight, Choudhury and Kacmar 2002), where respondents were asked to indicate how much they trusted the benevolence of others within the network.  

Coordination was assessed via survey.  Prior research suggests that there are two important aspects to coordination in software development projects: expertise coordination (resources) and task coordination (processes).  Therefore, these two complementary measures of coordination were included in this study.  The survey questions for expertise coordination were adapted from Faraj and Sproull (2000).  The measures for task coordination were adapted from Janz et al. (1997).  

Items assessing conflict management were adapted from Sawyer and Guinan (1998).

Project success was measured two ways.  An objective measure of project success was assessed by determining the project’s resolution of open issues (termed issue resolution) as represented by the sum of open bug and feature requests divided by the sum of total bug and feature requests from the Sourceforge project webpages.  A subjective measurement of project success was obtained by asking project members to rate the performance and utility of the software product according to a self-rated software performance scale (Hartwick and Barki 1994).   The actual items used in the survey for all measures are provided in Table 2.  

5.
RESULTS

5.1
Respondents

There were 6,227 messages posted to the 44 projects by 1724 individuals during the study period.  Email addresses were collected for each of the 1724 participants, and an email containing a personalized link to the survey website was sent to each individual.  To encourage participation, each respondent earned a one dollar (US) donation to his/her OSS project, and the three projects with the highest response rates were given an additional donation of one hundred dollars (US).  Of the initial emails, 122 were returned as undeliverable, for a total of 1602 total potential respondents.  A total of 355 usable responses were received, for a response rate of 22%.  Five projects were dropped from the study because they had a project response rate of less than 10%, leaving 39 projects for analysis.  There was an average of 39 participants per project, and each participant posted an average of 3.6 messages for an average of 142 messages posted to the discussion forum per project.  There was an average of 8 survey responses per project, for an average project response rate of 21%.

In order to test for response bias, demographic variables collected from respondents were compared with published accounts which surveyed only developers in OSS projects.  In this sample, the average age was 37.6 years (range 18-73 years), slightly older than the mean of 30 years found by Lakhani et al. (2002).  The respondents to this survey were 96% male, slightly less than the 98 to 99% reported by Lakhani et al. (2002) and the FLOSS survey (2003).  The respondents to this survey lived in the following geographical areas (numbers from Lakhani et al. 2002 in parentheses):  Americas 47.9% (46.9%), Europe 39.3% (42.4%), Africa, Asia, Pacific 10% (10.7%).  These percentages suggest there is not significant response bias compared to findings from other research.

5.2 Convergent and Discriminant Validity

First, the survey data was aggregated by project using the mean of individual responses.  To aggregate individual responses to a group level, within and between-group variance must be tested by means of intraclass correlations (ICC).  This ensures that members of a given project responded similarly to questions, indicating that a unique group influence exists.  If the ICC is zero, individuals within the project are no more alike than individuals not associated with the project; if the ICC is one, all participants in a project gave a similar response.  Table 1 provides the ICC values for the variables used in this study.  The range of ICCs is 0.68 to 0.98 indicating a high level of agreement among individuals within projects.   

Second, since the measures of density and centralization could be non-independent, there is potential for violating the assumption of independent error variances.  To ensure that this assumption was not violated, the predicted values and residual values were calculated for restricted access, collective sanctions, concern about reputation and trust using density and centralization as the independent variables.  These values were then plotted.  The scatterplots resembled a “cloud”, and the slopes of the trend lines equaled zero.  This indicates that the error variances are independent and the assumption is not violated (Weisberg 1985).  

Partial least squares (PLS) was used to analyze the hypothesized model.  PLS is a structural equation modeling technique which allows the simultaneous testing of the reliability and validity of measures and constructs, and the estimation of relationships among these constructs (Wold 1982).  PLS was selected for use in this study primarily for its ability to work with small sample sizes.  The required sample size is 10 times the number of the predictors from either the indicators of the most complex formative construct, or the largest number of antecedent constructs leading to an endogenous construct, whichever is greater (Wold 1982).  In PLS, the convergent validity of the constructs is tested using the average variance extracted (AVE) values (Chin 1998).  The AVE values should be greater than 0.50, meaning that 50% or more of the variance has been accounted for.  Additionally, the inter-item reliability of items that make up a theoretical construct must be validated.  PLS uses composite reliability (ICR), a measure similar to Cronbach’s alpha, where acceptable values for the ICRs should exceed 0.7 (Fornell and Larcker 1981).  A second test of individual item reliability is assessed by examining the loadings, or simple correlations of the measures with their respective constructs.  Loadings should be greater than .7, indicating more shared variance between the construct and its measures than error variance (Chin 1998).  Results of these analyses are shown in Table 1.  All AVE values were above the 0.50 cutoff, all ICR values were above 0.70, and all item loadings were above .7, indicating adequate convergent validity and reliability in the measurement model.

Discriminant validity is tested by comparing the AVE with the squares of the correlations among the latent variables (Chin 1998).  The square roots of the AVEs are presented on the diagonal of Table 1, and are greater than the off-diagonal elements, indicating discriminant validity.  An additional method for evaluating convergent and discriminant validity is to examine the factor loadings of each indicator.  Each indicator should load higher on its respective construct than on any other factor (Chin 1998).  Factor loadings and cross-loadings for the multi-item measures were calculated from the PLS output.  Inspection of the loadings and cross-loadings, presented in Table 2, validates that the indicators have adequate discriminant and convergent validity.


Results of the correlation analysis indicate are presented in Table 1.  These results indicate two significant correlations that were not tested as hypothesized relationships in the structural model.  First, there was a significant correlation between centralization of the network and task coordination.  Second, there was a significant correlation between trust and the self-rated perception of project success.  Otherwise, the hypothesized path model seemed to accurately reflect the results of the correlation analysis.

5.3
Hypothesis & Model Testing


The hypothesized relationships in the theoretical model were estimated using the bootstrapping function in PLS Graph 2.91 (Chin and Frye 1996).  The explanatory power of the structural model is evaluated by the R2 value, which represents the variance accounted for in the final construct.  For each hypothesis, t-statistics for the standardized path coefficients and calculated p-values based on a two-tail test with a significance level of 0.10 were assessed.  The significance level of .10 was selected to guard against type 1 errors, given the relatively small sample size and the exploratory nature of this research.  The results of the PLS analysis are summarized in Table 3 and shown in Figure 2. 

Table 1 – Means, Standard Deviations, Intraclass Correlations,  ICRs, Square Root of AVEs on Diagonal and Correlations of Constructs 

	
	Construct
	Mean
	SD
	ICC
	ICR
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10

	1
	Density
	.08
	.09
	n/a
	n/a
	
	
	
	
	
	
	
	
	
	

	2
	Centralization
	45
	26.8
	n/a
	n/a
	.56**
	
	
	
	
	
	
	
	
	

	3
	Restricted Access
	.79
	.84
	n/a
	n/a
	.59**
	.12
	
	
	
	
	
	
	
	

	4
	Collective Sanctions
	1.71
	.40
	.93
	.90
	.26
	.01
	.10
	.84
	
	
	
	
	
	

	5
	Concern about Reputation
	3.13
	.44
	.89
	.89
	.25
	-.05
	.27
	.09
	.86
	
	
	
	
	

	6
	Trust 
	4.15
	.34
	.98
	.84
	.04
	.23
	-.13
	.02
	.10
	.80
	
	
	
	

	7
	Expertise Coordination
	3.41
	.53
	.74
	.96
	-.09
	.06
	-.20
	.18
	.23
	.60**
	.96
	
	
	

	8
	Task Coordination
	3.40
	.48
	.94
	.81
	-.02
	.36*
	-.36*
	-.14
	-.03
	.43**
	.50**
	.82
	
	

	9
	Conflict Management
	3.73
	.35
	.68
	.91
	.11
	.02
	.31
	.11
	.22
	.27
	.42**
	.05
	.88
	

	10
	Self-rated Performance
	6.25
	.43
	.97
	.89
	-.19
	.08
	-.30
	-.20
	-.14
	.56**
	.53**
	.57**
	.24
	.86

	11
	Issue Resolution
	.32
	.23
	n/a
	n/a
	-.08
	-.19
	-.02
	.05
	-.27
	-.12
	-.01
	-.35*
	.02
	-.06


  *  p < 0.05
**  p < 0.01

As shown in Figure 2, the R2 values for social controls and trust were as follows: restricted access, .41; collective sanctions, .15; concern about reputation, .12; and trust, .05.  Surprisingly, projects characterized by centralized networks were significantly less likely to have project members who were concerned about their reputations, and projects characterized by dense networks were significantly less likely to restrict access to the development team.  Structural embeddedness does not appear to be a predictor of the use of collective sanctions or of the development of trust in the project.  

The R2 values for exchange mechanisms were as follows: expertise coordination, .45; task coordination, .28; and conflict management, .23.  Restricting access to the development team lead to better task coordination, and concern about reputation predicted expertise coordination.  Contrary to expectations, projects with less restricted access to the development team seemed better at conflict management.  The use of collective sanctions as a social control had no effect on coordination or conflict management.  Consistent with the hypothesis, trust predicted both expertise and task coordination.
Two measures of project success were assessed: self-rated performance (R2 = .45), and issue resolution (R2 = .16).  There was evidence that better expertise and task coordination were related to success as rated by project members.  However, contrary to expectations, there was a significant negative relationship between better task coordination and issue resolution within the project.  Finally, there was no evidence that projects with better conflict management outperform other projects. 

Table 2 – Factor Loadings and Cross-Loadings for Multi-Item Scales

	
	Density
	Centralization
	Rest. Access
	Coll. Sanct.
	Reputation
	Trust 
	Expertise Coord.
	Team Coord.
	Conflict Mgt
	Self-Rated Perf.
	Issue Resolution

	Flaming
	.18
	.06
	.00
	.82
	.02
	.10
	.19
	-.03
	.17
	-.06
	.09

	Refusal to cooperate
	.15
	-.05
	.14
	.82
	.01
	-.11
	-.04
	-.24
	-.08
	-.33
	-.04

	Public humiliation
	.08
	.01
	-.12
	.76
	.13
	.00
	.32
	.07
	.09
	-.05
	.15

	Expelling
	.43
	.04
	.28
	.94
	.18
	.09
	.16
	.23
	.14
	-.19
	-.01

	Earning respect from other project members is important to me
	.24
	-.08
	.28
	.14
	.94
	.25
	.36
	.01
	.32
	-.04
	-.26

	My status in the project is significant to me
	.13
	-.15
	.20
	.13
	.83
	.03
	.15
	-.17
	.17
	-.12
	-.21

	I am concerned about my reputation in the project
	.28
	.12
	.22
	.02
	.79
	.00
	.09
	.09
	.14
	-.21
	-.22

	Project members would not knowingly do anything to disrupt or slow down the project
	-.06
	.04
	-.14
	.04
	.15
	.84
	.58
	.33
	.43
	.61
	-.01

	Project members are concerned about what is important to the project as a whole
	.06
	.19
	-.19
	.13
	.12
	.80
	.52
	.49
	.07
	.39
	-.16

	Project members will do everything within their capacity to help the project perform
	.11
	.34
	.05
	-.07
	.06
	.77
	.35
	.19
	.19
	.39
	-.11

	Project members have a good “map” of each others’ talents and skills
	-.09
	.04
	-.19
	.14
	.33
	.63
	.97
	.52
	.40
	.54
	-.03

	Project members know who on the project has specialized skills and knowledge that is relevant to their work
	-.06
	.08
	-.19
	.20
	.18
	.56
	.96
	.44
	.41
	.49
	.00

	Work assignments on the project are well planned
	-.09
	.29
	-.28
	-.08
	-.02
	.36
	.58
	.87
	.16
	.63
	-.26

	Project members often do not know who is responsible for important tasks (reverse coded)
	.09
	.30
	-.32
	-.22
	-.03
	.36
	.20
	.78
	-.10
	.35
	-.32

	Project members are able to surface and discuss differences among project members
	.25
	.16
	.28
	.30
	.05
	.27
	.38
	.03
	.82
	.23
	.12

	Project members are able to negotiate acceptable shared agreements
	-.04
	.04
	.20
	-.03
	.36
	.31
	.42
	.17
	.89
	.18
	-.09

	Project members are able to reach compromises
	.02
	-.19
	.34
	.05
	.29
	.21
	.31
	-.05
	.93
	.18
	-.03

	Bad 1 2 3 4 5 6 7 Good
	-.02
	.29
	-.19
	-.17
	-.14
	.49
	.37
	.66
	.08
	.82
	-.22

	Terrible  1 2 3 4 5 6 7  Terrific
	-.08
	.01
	-.14
	-.17
	-.08
	.53
	.43
	.33
	.26
	.88
	.03

	Useless  1 2 3 4 5 6 7  Useful
	-.35
	-.06
	-.44
	-.16
	-.07
	.49
	.56
	.51
	.25
	.86
	.00


Table 3 – Summary of Hypotheses and Results

	Hypothesis – Construct Level
	Measures
	Support
	
	t-statistic

	H1: Structural Embeddedness  Restricted Access 
	Density
	Noa
	.76
	4.25***

	
	Centralization
	
	-.30
	1.51

	H2: Structural Embeddedness  Collective Sanctions
	Density
	
	.46
	1.28

	
	Centralization
	
	-.23
	.97

	H3: Structural Embeddedness  Concern about Reputation
	Density
	Yes
	.41
	1.87†

	
	Centralization
	Noa
	-.29
	2.08*

	H4: Structural Embeddedness  Trust
	Density
	
	-.12
	.39

	
	Centralization
	
	.28
	1.36

	H5: Restricted Access  Coordination
	Expertise
	
	-.19
	1.52

	
	Task
	Yes
	-.30
	1.95†

	H6: Restricted Access  Conflict Management
	
	Noa
	.31
	1.82†

	H7: Collective Sanctions  Conflict Management
	
	
	.03
	.12

	H8: Concern about Reputation  Coordination
	Expertise
	Yes
	.24
	2.33*

	
	Task
	
	.00
	.01

	H9: Concern about Reputation  Conflict Management
	
	
	.13
	.66

	H10: Trust  Coordination
	Expertise
	Yes
	.56
	6.65***

	
	Task
	Yes
	.29
	3.0**

	H11: Trust  Conflict Management
	
	
	.32
	1.62

	H12: Coordination  Performance
	Expertise  Self-Rated
	Yes
	.26
	1.95†

	
	Expertise  Issue Resolution
	
	.25
	1.30

	
	Task  Self-Rated
	Yes
	.48
	3.63***

	
	Task  Issue Resolution
	Noa
	-.46
	2.53*

	H13: Conflict Management  Performance
	Conflict Mgt  Self-Rated
	
	-.08
	.69

	
	Conflict Mgt  Issue Resolution
	
	.09
	.45


    † p < 0.10
*  p < 0.05
**  p < 0.01
*** p < 0.001 
a Indicates significant results, but in the opposite direction than hypothesized

Figure 2 – Significant Results
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6.
LIMITATIONS AND DISCUSSION

Although innovative, there are a number of limitations that should be noted about this research before discussing the findings.  First, this study examined a small number of projects that were hosted on one Internet site, which may limit the generalizability of our findings.  While this selection criterion gave uniformity in data collection, it may also influence governance structures by virtue of the tools provided for collaboration and coordination.  Second, the use of a cross-sectional design to examine network governance factors and project success is another potential limitation.  While this improves the generalizability of the findings, survey and other cross-sectional methods lose the richness of detail and complexity offered by case studies and more interpretive research methods.  For instance, prior research in OSS projects suggests that there is high turnover in the developer community (von Krogh et al. 2003), and the discussion forum networks are both created and recreated through message postings over time.  But the research presented here does not take a longitudinal look at how network governance emerges or changes over time.  Additionally, the cross-sectional design used in this study required that we take only a high-level view of a very complex set of relationships.  For example, each one of the constructs in the model, such as network structure, collective sanctions, or trust, could be expanded and developed into a full-length research project by itself.  Additional research using multiple methods is needed to help substantiate and inform the findings of this study.  Finally, this study focused on only a small subset of potential social controls and indicators of relational tie strength.  For instance, this research did not examine the influence of macroculture as a social control.  However, Eric Raymond (1999) describes a strong “hacker culture” that has developed over the past few decades, which has fueled and shaped the open source movement.  This unique macroculture may be another reason why open source development succeeds, and deserves further attention and research.

In light of these limitations, this research makes many contributions to OSS research.  This study’s primary goal was to develop and test a model of network governance and success in OSS projects. The empirical results suggest that social controls and trust play significant roles in explaining coordination in OSS development; however, the relationships between network structure and social controls and trust, as well as the relationships between coordination, conflict management and project success were more ambiguous.

One of the basic tenets of network governance theory is that structural embeddedness in the network, which facilitates the spread of information about network members, provides the basis for social controls and strong relational ties to develop.  Although structural embeddedness appears to have some consequences for social controls in OSS, contrary to predictions, projects with denser networks were less likely to restrict access to the development team.  One possible explanation for this finding is that since more structural embeddedness increases the amount of information available about project participants, having better information about project members may then allow for more participants to become actively involved in development.  Another result inconsistent with predictions was that centralized networks had participants who were less concerned about their reputations in the network.  Perhaps projects characterized by a minority of participants supporting the majority of interactions leads to peripheral participants perceiving that their contributions are unimportant or their efforts are essentially invisible, and will therefore have little influence on their personal reputations.  Therefore, networks where the structural embeddedness revolves around a few highly centralized participants may give peripheral participants limited network exposure, making it difficult to enhance their reputations through participation.  However, prior research suggests that over-centralization in a network may be detrimental, leading to a “not-invented-here” syndrome (Szulanski 1996) that impedes innovation by restricting exchanges to participants with outdated skills or poor performers. This is an interesting area that deserves future research. 

Contrary to predictions, structural embeddedness was not related to the development of trust or the utilization of collective sanctions.  For trust, results indicate that participants created trusting beliefs regardless of network ties, which implies that participants in OSS projects may generalize trust across project members based on perceptions developed from a few interactions (Misztal 1996).  Alternatively, individuals may enter the OSS environment with a high propensity to trust, which could be indicative of a strong sense of macroculture regarding OSS behaviors across projects.  As for the use of collective sanctions, although it was predicted that more information about participants would enhance the network’s ability to monitor behaviors and apply collective sanctions, the real deterrent may be the threat of sanctions (Ostrom 1990).  When sanctions are effective, they will not necessarily occur very often because participants know that violating norms will be punished.  This may also explain why collective sanctions had no effect on coordination and conflict management.  The threat of collective sanctions may be especially effective in electronic settings, because all exchanges are codified and visible to the network as a whole, regardless of structural embeddedness.  Further investigation of the relationships between network structures, trust and collective sanctions, and the roles that these constructs play in OSS settings would be worthy of future research.

The results supported the prediction that social controls and trust improve coordination in OSS projects, but did not support the notion that social controls or trust improved conflict management.  Opposite of predictions, projects that exerted less control over access to the development team were better able to manage conflict.  This research assessed conflict management as the perception of project members’ ability to surface, discuss and reach acceptable compromises.  Perhaps, similar to the centralization finding, the perception across project participants may be that more restricted to the development team indicates that developers are less likely to take the opinions of others into account, thereby negatively influencing perceptions of conflict management practices.  Alternatively, projects with larger development teams may have more conflicts, leading to more experience with and better management of conflicts.  Prior research indicates that OSS projects may be more successful when they openly acknowledge the contributions of newcomers, or peripheral participants (Elliott and Scacchi 2003), making this another area in need of future research.  

Trust was included as an extension to the network governance model proposed by Jones et al. (1997) as an indicator of the relational strength of ties in the network, which serves as a low cost alternative to social controls.  Although it was anticipated that trust in the benevolence of others would predict both better coordination and conflict management, the path between trust and conflict management was not significant, although it did have a strong, positive correlation.  Given the small sample size and the complexity of the hypothesized model, the relationship between trust and conflict management deserves further attention.  Since trust is an important facilitator of exchanges in OSS networks, additional research should examine other indicators of relational tie strength, such as commitment and identification, how relational ties develop, and whether differences in relational tie strength influence project success.

Finally, we predicted that the project’s ability to coordinate actions and manage conflicts would improve project success, as measured by self-rated perceptions of the software by network participants and issue resolution.  Contrary to expectations, expertise coordination had no effect on issue resolution and task coordination had a negative influence on issue resolution.  One possible explanation may be that a single individual who is willing and able to fix bugs and add new code features may be more effective than coordinating the efforts of multiple individuals to complete the same tasks.  If this is the case, a new dimension is added to one of the claimed benefits of open source, that “with enough eyeballs, all bugs are shallow” (Raymond 1999).  While many eyeballs may be useful in finding bugs, it may be beneficial for a single individual to fix them.  Another unexpected result was that better conflict management did not relate to project success.  This finding may be explained by the nature of conflict.  Although it was predicted that conflict leads to additional transaction costs, promotes incentives for opportunism, and negatively impacts both work productivity and product quality (Cohen et al. 2004), conflict is dynamic (Jehn and Mannix, 2001) and can be a source of innovation, constructive problem solving (de Dreu 1997), and strengthen relationships (Tjosvold et al. 2003).  Therefore, the effects of conflict and the role of conflict management in OSS projects is another area in need of further research.
The findings of this research have interesting implications for the management of OSS projects.  Although it was predicted that projects with more structural embeddedness would be better able to exert pressure on members through social controls, the findings indicate that there may be many ways for this to occur.  For instance, there may be benefits associated with creating centralized network structures, which enable tighter control over task coordination without the need for social controls.  However, prior research suggests that more inclusive OSS projects may be better able to attract new resources, sustain momentum and create new innovations.  As an alternative to centralized projects, OSS projects characterized by dense network structures where exchanges are more evenly distributed may develop more social controls, but may also be more reliant on these controls to facilitate exchanges between members.  Although social controls can motivate cooperative behavior, there are costs associated with monitoring interactions and providing incentives.  In OSS projects, any costs associated with facilitating exchanges decreases the amount of time and energy available to writing code, which may ultimately deter from project success.  Regardless of network structure and the use of social controls, it appears that OSS projects with strong relational ties, such as trust, promote better coordination and cooperation among network participants.  Therefore, OSS projects should not only be concerned about the structure of network ties, but also the quality of the relationships that develop among project members to help ensure their success.
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