# Managing Enterprise Cybersecurity 

 MIS 4596Class 10

Asymmetric Cryptography and Digital Signatures

## Agenda

- Key sharing problem: Metcalf's Law
- Symmetric key sharing with Diffie-Hellman public key algorithm
- Man-In-The-Middle Attack
- RSA - Public Key Encryption with confidentiality, authentication and non-repudiation
- Hybrid Encryption
- Session Key
- Digital Signature
- Finding algorithms in internet browser certificates


## Key sharing problem



Sharing cryptographic keys has been a problem throughout history
－The number of pairs of keys（＂secure network connections＂）grows at a near exponential rate（i．e．geometric rate）as the number of users increases

| Users | Symmetric <br> Keys |
| ---: | ---: |
| 1 | 0 |
| 2 | 1 |
| 3 | 3 |
| 4 | 6 |
| 5 | 10 |
| 6 | 15 |
| 7 | 21 |
| 8 | 28 |
| 9 | 36 |
| 10 | 45 |
| 11 | 55 |
| 12 | 66 |
| 13 | 78 |
| 14 | 91 |
| 15 | 105 |
| $\ldots$ | $\ldots$ |



## Key sharing problem <br> 国—島 <br> 

- The number of pairs of keys needed for " n " users is determined by an equation known as Metcalf's Law
- Number of key pairs needed for $n$ users $=(n *(n-1)) / 2$
- The reason for the $n-1$ is that you do not need to communicate with yourself
- For MIS 4596 with 20 students how many keys would we need:

$$
(20 * 19) / 2=190 \text { keys }
$$

## Agenda

$\checkmark$ Key sharing problem: Metcalf's Law

- Symmetric key sharing with Diffie-Hellman public key algorithm
- Man-In-The-Middle Attack
- RSA - Public Key Encryption with confidentiality, authentication and non-repudiation
- Hybrid Encryption
- Session Key
- Digital Signature
- Finding algorithms in internet browser certificates



## Diffie-Hellman Algorithm: secret symmetric key derivation through public key sharing

## Assumptions:

A prime number is a positive whole number whose only factors (i.e. integer divisors) are 1 and the number itself (e.g. $2,3,5,7,11,13,17,19,23, \ldots$ ). Bob \& Alice want to compute a shared secret key to protect confidentiality of their conversation. Eve eavesdrops...

## Algorithm:

1. Bob \& Alice publicly agree on "p" called prime modulus (e.g. p=23) \& "g" called generator (e.g. $\mathbf{g}=5$ ), Eve overhears
2. Bob \& Alice each choose their own secret key:

- Bob's secret key is referred to as "x_bob" which is a number between 1 and p-1 (e.g. $\mathbf{x}$ _bob $=\mathbf{1 2}$ )
- Alice's secret key is referred to as "x_alice" which also is a number between 1 and p-1 (e.g. $\mathbf{x}$ _alice $=\mathbf{7}$ )

3. Bob \& Alice each computes their own public key, which they share with each other and Eve intercepts...


4. Bob \& Alice each compute their shared secret symmetric key

- Bob computes: y_alice ${ }^{x}$ _bob $\bmod p$ which is: $\mathbf{1 7}^{\mathbf{1 2}} \mathbf{~ m o d ~} 23=\mathbf{6}$
- Alice computes: y_bob ${ }^{x}$ alice $\bmod p$ which is: $\mathbf{1 8}^{7} \bmod 23=6$

5. Bob \& Alice now have a shared secret ("symmetric") key =6
6. Eve has Bob \& Alice's public keys: $y$ _ $b o b=18 \& y \_$alice $=17$, prime modulus: $p=23$ and generator: $g=5$, but not their secret keys x_bob $=12$ \& x_alice $=7$

- Eve cannot calculate Bob\& Alice's shared symmetric secret key from their public keys, $p$ and $g$ alone - even though she knows they are using the Diffie-Hellman algorithm!


## Generic Diffie-Hellman Algorithm

## Run the algorithm together

1. Bob \& Alice publicly agree on " $\mathbf{p}$ " called prime modulus (e.g. $\mathbf{p}=31$ ) and " g " called generator (e.g. $\mathbf{g}=\mathbf{3}$ ), Eve overhears
2. Bob \& Alice each choose your own secret key:

- Bob's secret key is referred to as "x_bob" which is a number between 1 and p-1 (write it down but keep it secret)
- Alice's secret key is referred to as "x_alice" which also is a number between 1 and $p-1$ (write it down but keep it secret)

3. Bob \& Alice each computes your own public key, which you share with each other, and Eve intercepts...

- Bob computes: $\mathbf{y} \_\mathbf{b o b}=\mathbf{g} \mathbf{x}^{\mathbf{b o b}} \mathbf{m o d} \mathbf{p}$ which he writes down and shares with Alice (and Eve)
- Alice computes: $\mathbf{y} \_$alice $=\mathbf{g} \times$ _alice $\bmod \mathbf{p}$ which she writes down and shares with Bob (and Eve)

4. Bob \& Alice each secretly compute your shared secret symmetric key which you write down and do not share

- Bob computes: $\mathbf{y}$ _alice ${ }^{\mathrm{x}}$ bob $\bmod \mathbf{p}$ which he writes down and does not share
- Alice computes: $\mathbf{y}$ _bob ${ }^{\mathbf{x}}$ _lice $\bmod \mathbf{p}$ which she writes down and does not share

5. Bob \& Alice now have a shared secret ("symmetric") key compare your secret keys and confirm they are the same
6. Eve has Bob \& Alice’s public keys: y_bob \& y_alice, prime modulus: $\mathbf{p}$ and generator: $\mathbf{g}$, but not their secret keys $\mathbf{x}$ _bob \& $\mathbf{x}$ _alice

- Eve cannot calculate Bob\& Alice's shared symmetric secret key from their public keys, $p$ and $g$ alone - even though she knows they are using the Diffie-Hellman algorithm!
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## Diffie-Hellman

- Uses asymmetric public and private keys to exchange a symmetric key
- Does not use asymmetric keys for confidentiality (i.e. to encrypt or decrypt any messages)
- Users/systems need to negotiate a new key for every new person
- No authentication, no non-repudiation


## Diffie-Hellman was vulnerable to man-in-the-middle attack, because no authentication occurs before public keys are exchanged

1. Tanya sends her public key to Erika, but Lance grabs the key during transmission so it never makes it to Erika
2. Lance spoofs Tanya's identity and sends over his public key to Erika. Erika now thinks she has Tanya's public key
3. Erika sends her public key to Tanya, but Lance grabs the key during transmission so it never makes it to Tanya
4. Lance spoofs Erika's identity and sends over his public key to Tanya. Tanya now thinks she has Erika's public key
5. Tanya combines her private key and Lance's public key and creates a symmetric key S1
6. Lance combines his private key and Tanya's public key and creates symmetric key S1
7. Erika combines her private key and Lance's public key and creates symmetric key S2
8. Lance combines his private key and Erika's public key and creates symmetric key S2

9. Now Tanya and Lance share a symmetric key (S1) and Erika and Lance share a different symmetric key (S2). Tanya and Erika think they are sharing a key between themselves and do not realize Lance is involved
10. Tanya writes a message to Erika, and uses her symmetric key (S1) to encrypt the message, and sends it
11. Lance grabs the message and decrypts it with symmetric key S1, reads or modifies the message and re-encrypts it with symmetric key S2, and then sends it to Erika
12. Erika take symmetric key S2 and uses it to decrypt and read the message....
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## Symmetric versus asymmetric algorithms

- Symmetric cryptography
- Use a copied pair of symmetric (identical) secret keys
- The sender and the receive use the same key for encryption and decryption functions
- Confidentiality, but no integrity, authentication nor non-repudiation
- Asymmetric cryptography
- Also know as "public key cryptography"
- Use different ("asymmetric") keys for encryption and decryption
- One is called the "private key" and the other is the "public key"
- Confidentiality, but also want authenticity and non-repudiation

Leonard Adleman

## Adi Shamir

## RSA Public Key Algorithm

- Most popular worldwide standard, that can be used for:
- Asymmetric encryption/decryption
- Key exchange (i.e. used to encrypt AES symmetric key)
- Digital signatures
- In one direction, RSA provides:
- Confidentiality through encryption
- Authentication and non-repudiation through signature verification
- In the inverse direction, RSA provides:
- Confidentiality through decryption
- Authentication and non-repudiation through signature generation


## RSA Public Key Algorithm

- Based on factoring large numbers into their prime numbers
- A prime number is a positive whole number whose only factors (i.e. integer divisors) are 1 and the number itself
- E.g. 2, 3, 5, 7, 11, 13, 17, 19, 23, ...
- Prime number factoring is
- Easy when you know the result and one of the factors
- 6,700,283 = 1889 * 3547
- Difficult when you do not know the factors, and the result is large
- 6,700,283 = prime1 * prime2
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## Asymmetric cryptography

- Public and Private keys are mathematically related
- Public keys are generated from private key
- Private keys cannot be derived from the associated public key (if it falls into the wrong hands)
- Public key can be known by everyone
- Private key must be known and used only by the owner


Asymmetric cryptography is computationally intensive and much slower (1,000 times slower) than symmetric cryptography

## Asymmetric cryptography

- Do not get confused and think the public key is only for encryption and private key is only for decryption!
- Each key type can be use used to encrypt and decrypt
- If data is encrypted with a private key it cannot be decrypted with the same private key (but it can be decrypted with the related public key)
- If data is encrypted with a public key it cannot be decrypted with the same public key (but it can be decrypted with the related private key)


## Asymmetric cryptography

If the sender ("Jill") encrypts data with her private key, the receiver ("Bill") must have a copy of Jill's public key to decrypt it

- By decrypting the message with Jill's public key Bill can be sure the message really came from Jill
- A message can be decrypted with a public key only if the message was encrypted with the corresponding private key
- This provides authentication because Jill is only the only one who is supposed to have her private key

If Bill (the receiver) wants to make sure Jill is the only one who can read his reply, he will encrypt the response with her public key

- Only Jill will be able to decrypt the message, because she is the only one who has the necessary private key
- This provides confidentiality because only Jill is able to decrypt the message with her private key


## Asymmetric cryptography

Why would Bill (now the sender) choose to encrypt his reply to Jill with his private key instead of using Jill's public key?

- Authentication - Bill wants Jill to know that the message came from him and no one else
- If he encrypted the data with Jill's public key, it does not provide authenticity because anyone can get Jill's public key
- If he uses his private key to encrypt the data, then Jill can be sure the message came from him and no one else

Note: Symmetric keys do not provide authenticity - because the same key is used on both ends (using one of the secret keys does not ensure the message originated from a specific individual

## Asymmetric cryptography

- If confidentiality is the most important security service, the sender would encrypt the file with the receiver's public key
- This is called a "secure message format" because it can only be decrypted by the person with the corresponding private key
- If authentication is most important, the sender would encrypt the data with her/his private key
- This provides assurance to the receiver that the only person who could have encrypted the data is the individual in possession of the private key
- If the sender encrypted the data with receiver's public key, authentication is not provided because the public key is available to anyone
- Encrypting data with the sender's private key is called an "open message format" because anyone with a copy of the corresponding public key can decrypt the message
- Confidentiality is not assured


## Public Key Management



Figure 9.1 Public-Key Cryptography

Stallings, W. (2014) Cryptography and Network Security
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## Hybrid Encryption (a.k.a. "digital envelope")

Symmetric and asymmetric and algorithms are often used together

- Public key cryptography's asymmetric algorithm is used to create public and private keys for secure automated key distribution
- Symmetric algorithm is used to create secret keys for rapid encryption/decryption of bulk data



## Hybrid Encryption



Symmetric algorithm uses a secret key to encrypt the message and the asymmetric key encrypts the secret key for transmission (SSL/TLS uses hybrid)

## Quick review

1. If a symmetric key is encrypted with a receiver's public key, what security service is provided?

- Confidentiality: only the receiver's private key can be used to decrypt the symmetric key, and only the receiver should have access to this private key


## Quick review

2. If data is encrypted with the sender's private key, what security services are provided?

- Authenticity of the sender and nonrepudiation. If the receiver can decrypt the encrypted data with the sender's public key, then receiver knows the data was encrypted with the sender's private key


## Quick review

3. Why do we encrypt the message with the symmetric key rather than the asymmetric key?

- Because the asymmetric key algorithm is too slow


## Session keys

## Single-use symmetric keys used to encrypt messages between two users in an individual communication session

$\qquad$


This is how secure web client applications communicate with server-side services

Lance
Tanya
5.

Session key

1) Tanya sends Lance her public key.
2) Lance generates a random session key and encrypts it using Tanya's public key.
3) Lance sends the session key, encrypted with Tanya's public key, to Tanya.

4) Tanya decrypts Lance's message with her private key and now has a copy of the session key.
5) Tanya and Lance use this session key to encrypt and decrypt messages to each other.
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## Quick Review: One-way Hash

- Assures message integrity
- A function that takes a variable-length string (i.e. message) and produces a fixed-length value called a hash value
- Does not use keys

1. Sender puts message through hashing function
2. Message digest generated
3. Message digest appended to the message
4. Sender sends message to receiver
5. Receiver puts message through hashing function
6. Receiver generates message digest value
7. Receiver compares the two message digests values. If they are the same, the message has not been altered


## Digital Signature

- A hash value encrypted with the sender's private key
- The act of signing means encrypting the message's hash value with the private key



## Reasons to Use Cryptography

| Reason | How achieved |
| :--- | :--- |
| Confidentiality | The message can be encrypted |
| Integrity | The message can be hashed and/or digitally signed |
| Authentication | The message can be digitally signed |
| Nonrepudiation | The message can be digitally signed |
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## Viewing Digital Certificates to see algorithms used

## Chrome Browser

1. Click the padlock in the URL bar
2. Click the "Connection is secure"
3. Click "Certificate is valid"

fim.temple.edu/idp/profile/SAML2/POST/SSO?execution=e1s2 $\quad$ Issued On
Certificate Viewer: fim.temple.edu
General Details

## entificate fields

- fim.temple.edu
- Certificate
version
Serial Number
Cerificate Signature Algorithm
Issuer
- Validity

Not Before
Not After
Subject

- Subject Public Key Info

Subject Public Key Algorithm
Subject's Public Key
Issued By
Common Name (CN)
Organization (O)
Organizational Unit (OU)

Validity Period

Expires On

Fingerprints

- Connection is secure

Your information (for example, passwords or
credit card numbers) is private when it is sent to
this site. Learn more
SHA-256 Fingerprint
SHA-1 Fingerprint
BA 40 EA 92 8D 4505961245 F4 36557531 4F
2E A4 87 2A 8F BB BO 814 C 568 EC 61 E6 B7 3D F1 0964 8E DE BA D5 7C 1E 5A FE 8E F1 2A DC 31 059 C5 59

- Extensions

Certificate Key Usage
Authority Information Access
Certificate Policies Certificate Basic Constraints CRL Distribution Points Cerififcate Subject Alternative Name Extended Key Usage Cerification Authority Key 1 Certificate Subject Key ID Signed Cerificicate Timestamp List Certificate Signature Algorithm Certificate Signature Value

- Fingerprints SHA-256 Fingerprint SHA-1 Fingerprint
(2. Certificate is valid

Issued to: Temple University-Of The

## Viewing Digital Certificates



## Certificate Viewer: fim.temple.edu

## General Details

Certificate Hierarchy

## GlobalSign

- GlobalSign Extended Validation CA - SHA256-G3
fim.temple.edu

Certificate Fields

Not After
Subject
Subject Public Key Info
Subject Public Key Algorithm
Subject's Public Key

- Extensions

Certificate Key Usage

Field Value
Modulus (2048 bits):
F4 3D 6A 69 F5 A5 86 6E 0A AD 78 6F 5B 8B $792 C$ 556827 7E F8 D9 1156 FD 015860 8D FE E6 83 2939 2E 8E CO 2B 3E A8 68 E6 81 FO 8C F4 BA AF FF 0A 9315 5B 2B 54 FD 4F 954 C 91 DC D4 10 CA

## Viewing Digital Certificate

## Microsoft Edge

1. Click the padlock on the URL bar
2. Click Connection is secure
3. Click Certificate icon...
Connection is secure

Certificate Viewer: TUportal.temple.edu

Common Name (CN)
Organization (0)
Organizational Unit (OU)

TUportal.temple.edu
Temple University-Of The Commonwealth System of Higher Education
<Not Part Of Certificate>
Issued By
Common Name (CN)
Organization (O)
Organizational Unit (OU)

GlobalSign RSA OV SSL CA 2018 GlobalSign nv-sa <Not Part Of Certificate>

Certificate Viewer: TUportal.temple.edu
General Details
Certificate Hierarchy

- GlobalSign
- GlobalSign RSA OV SSL CA 2018

TUportal.temple.edu

## Certificate Fields

- TUportal.temple.edu

This site has a valid certificate, issued by a trusted authority.
This means information (such as passwords or credit cards) will be securely sent to this site and cannot be intercepted.

Always be sure you're on the intended site before entering any information.

Learn more

- Certificate
version
Serial Number
Certificate Signature Algorithm
Issuer
- Validity

Not Before
Not Before
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