## Target Case Study

Team Assignment

## Teams

| Student | English Name | Email | Team |
| :--- | :--- | :--- | :---: |
| Cao, Yujie | CoCo | tur33221@temple.edu | 1 |
| He, Yuming | Mike | tur31787@temple.edu | 1 |
| Li, Nana | Lina | tur33222@temple.edu | 1 |
| Liu, Yi | Joyce | tur40732@temple.edu | 1 |
| Dong, Shuyi | Zoey | tur20298@temple.edu | 2 |
| Liu, Chun | Lucia | tur29660@temple.edu | 2 |
| Ma, Hongli | Aili | tur29661@temple.edu | 2 |
| Peng, Xinyi | Tina | tur33276@temple.edu | 2 |
| Hu, Yiwei | Avery | tur42896@temple.edu | 3 |
| Shi, Xiaozhi | Elio | tur25907@temple.edu | 3 |
| Wang, Yue | Wayne | tur32144@temple.edu | 3 |
| Xie, Yuanjun | Nicole | tur25909@temple.edu | 3 |
| Liu, Chunqi | Kai | tur26150@temple.edu | 4 |
| Wang, Haoran | Haoran | tur25908@temple.edu | 4 |
| Wang, Zhaomeng | Zalmon | tur42897@temple.edu | 4 |
| Yao, Haixu | Heisey | tur50361@temple.edu | 4 |
| Du, Yawen | Nikki | tur25905@temple.edu | 5 |
| Ma, Yue | Andy | tur44511@temple.edu | 5 |
| Xiao, Guanhua | Harry | tur26153@temple.edu | 5 |
| Yunpeng, Zhang | Tobias | tur29218@temple.edu | 5 |
| Zheng, Xuanwen | Alice | tur45587@temple.edu | 5 |
| Li, Hao | Hauge | tur44510@temple.edu | 6 |
| Yang, Shijie | Jason | tur29662@temple.edu | 6 |
| Zhang, Chenhao | Aurora | tur29219@temple.edu | 6 |
| Zhang, Hao | Luke | tur25910@temple.edu | 6 |
| Zhang, Shuting | Ceres | tur29220@temple.edu | 6 |
|  |  |  |  |

## Team Assignment:

## Create PowerPoint and present the following:

1. Summarize the main events of the breach
2. Identify the sources of risk, and their roles in the breach
3. What control measures were, or should have been, in place?
4. What were the impacts of the breach on the different stakeholders?
5. What lessons did you learn from the Target case?

- As a future information security auditor, what will you take away from this case?
- What aspects of this case surprised you?


## Use a common framework to help answer questions for example (for questions 2 \& 3):

| Risk Sources |  |
| :--- | :--- |
| Incompetent employees |  |
| Rogue employees in breach |  |
| Hackers |  |
| Business partners |  |
| Technology partners |  |
| Technology components |  |

